
Students, faculty, and staff at the University of Denver, and other
universities across the country, have received emails recently from
university email accounts offering jobs as a pet sitter, a dog walker, or to
work from home. 

Students have lost thousands of dollars in scams about employment
opportunities, apartment rental, owing money to the IRS, SSA or USCIS and
others. 

Remember that most F-1 and J-1 students cannot legally accept the kind of
employment offered in these scams and unauthorized employment is a
violation of immigration status with serious consequences.

Only an F-1 student with an EAD for economic hardship or a J-1 student
with written employment authorization for serious economic
circumstances can accept this kind of employment. 

Detailed information about legal employment and training authorization for
F-1 and J-1 students is on the ISSS website and you can consult an advisor
at isss@du.edu or by making an appointment.

See the information on the next page about scams and how to avoid them.

Phone and Email Scams

Important Notice: Email Employment Scams

https://www.du.edu/isss/employment/
https://isarsgrid.du.edu/eSARS/Internationalization/eSARS.asp?WCI=Init&WCE=Settings


Example of an Employment Scam Email

•Scam emails come from DU email addresses
•If you are not expecting an email from this person, 
it is probably a scam.

•Offers part-time
employment
•Usually with a person,
not a company
•Provide few details
about the position

Request personal email response
 

Under no circumstances should F-1 or J-1 students
respond to these emails

1. They are most likely scams.
2. F-1 and J-1 students are not authorized for this kind of
employment.


